
Privacy Statement  

 

Color Card Informatics Ltd. (8000 Székesfehérvár, 13 Almássy telep, 3/23.; company registration 

number: 07-09-017828 / 8; registration authority of Fejér County Court as Court of Registration, VAT 

number: 11740188-2-07.) (Hereinafter referred to as Provider) on the website of 

www.web2points.com (Hereinafter as Website) operates a website for the purpose of billing service 

where he manages the data of Website visitors and registrants’ (Users) data. Concerning the 

management of the handled data Provider hereby informs Users about the personal data managed by 

Website, about the followed principles and practices of the personal data and the circle of the subjects' 

rights and the options of the exercise of rights as well.  

Service Provider respects the personal rights of visitors to Website; the personal data are recorded and 

handled in confidential treatment in accordance with this privacy statement and in accordance with 

data protection legislation and international recommendations.  

By using Website User agrees to the following and gives consent to the data treatment as specified 

below.  

 

1. THE PURPOSE OF DATA PROCESSING  

The purpose of data processing related to the registration is to identify the website visitors in order to 

access the necessary services through the use of Website, to document the provided services and the 

appropriate performance, to enable billing, and to prove and demonstrate the resulting contracts.  

 

2. BASIS OF DATA MANAGEMENT  

The personal data treated by Service Provider is based on Act LXIII of 1992 on the protection of 

personal data and the clearance of public data. (Hereinafter referred to as Avtv.) according to § 3 (1) 

a) it is based on the voluntary consent of Users, as well as on certain aspects of Act CVIII of 2001 on e-

commerce services and information society services, and on NGM Regulation (hereinafter referred to 

as NGM Regulation) of 23/2014 (VI. 30.) on tax identification of invoices, simplified invoices and 

receipts and on the application of cash registers and taxa-meters producing receipts. The consent of 

each User is given by the use of Website on certain aspects of the data management, by the 

registration, or by entering the data in question voluntarily.  

 

3. NAME OF DATA CONTROLLER   

Color Card Informatics Ltd. (8000 Székesfehérvár, 13 Almássy telep, 3/23.; company registration 

number: 07-09-017828 / 8; registration authority of Fejér County Court as Court of Registration, VAT 

number: 11740188-2-07.)  



Since the data management applies to users being clients of and linked to the data controller, by Act 

Avtv. § 30 a), it is not required to register the data handling into a data protection register.  

4. DURATION OF DATA MANAGEMENT  

Treatment of data is started with the registration process by entering the compulsory personal data 

and is being continued until the data are deleted. In case of optional data the data management starts 

from the date and time entering the data until the data is deleted. Deletion of the registration by User 

or by Provider can be done at any time according to the Terms and Conditions of the general 

agreement.  

 

5. MANAGED DATA RANGE  

 

Technical data  

The computer of Website visitors is identified by so-called cookie (cookies).  

This information is only used by Provider for the technical operation of Website and for statistical 

purposes.  

 

Sign up  

During registration User should provide the following personal information: contact name, email 

address, company name, tax number, bank account number, postcode, city, street, house number.  

After entering the data Provider will notify User by e-mail about the successful registration.  

Provider stores User's password hash (hash) only, not the password itself.  

Provider agrees not to send e-mails to User's email address specified during the registration process, 

except those e-mails which are related to services used by User.  

 

6. RANGE OF PEOPLE SHARING THE DATA, TRANSMISSION OF INFORMATION, DATA PROCESSING  

The primary Provider and his staff are entitled to know the data, but they do not publish or do not sell 

it to third parties.  

Concerning the operation of the core information system, the order fulfillment, the settlement of 

accounts Provider can invite data processors (eg. system operators, transport companies, 

accountants). Provider is not responsible for the privacy practices of such external participants.  

In addition to the above mentioned facts transfer of personal data can take place only in mandatory 

situations under the law in conjunction with User's consent.  



 

7. SECURITY  

Provider shall take all necessary steps to ensure the safety of personal data provided by the users in 

all network communications, in data storage and in safekeeping.  

The personal data from unauthorized access is strictly limited in order to prevent the gaining of 

information, the unauthorized alteration, and the unauthorized use of personal data.  

 

8. USER RIGHTS AND LAW ENFORCEMENT  

User is entitled at any time to request information kept by Provider about personal data concerning 

him or her, and to change these data at any time via Website or in case of company name via email 

sent to Provider. Furthermore User is authorized to request deleting own data in ways given in this 

section.  

Provider provides information on User's request about the managed data, the purpose of data 

management, the legal basis, duration, and about by whom and for what purpose the data were 

received. Provider provides the requested information in writing within 30 days of submission of the 

application.  

The rights of the affected client may be exercised by the following addresses:  

 

Mailing Address  

Color Card Informatics Ltd. 8000 Székesfehérvár, 13 Almássy telep 3/23.  

 

E-mail address  

info@web2points.com  

 

User may consider any matter related to data management and the occurred observations through 

the above mentioned contact possibilities addressed to any staff member of Provider at any time.  

User may at any time request the correction or deletion of data recorded incorrectly. Some 

information on Website can be corrected by User; in other cases Provider deletes the data within 3 

working days of receipt of the request, in this case the deleted data cannot be restored again. The 

deletion does not apply to data treatment required by the law (eg. accounting principles and 

regulations), Provider shall keep these data for the necessary period of time.  

If User indicates data of third parties when registering for the using of service or when using Website 

caused harm in any way, Provider shall be entitled to enforce damages against User. In such cases 



Provider shall do its best to give assistance to the competent authorities in order to establish the 

identity of the offender.  

 

9. USE OF EMAIL ADDRESSES  

Provider shall pay special attention to the legal usage of the managed e-mail addresses, so they are 

used only as specified below for sending of (informative of advertising) emails.  

The management of e-mail addresses primarily serves the communication in User’s identification, in 

order fulfillment, in use of Services, so sending e-mails is primarily targeted for these purposes.  

In case of changes in services provided by Provider or changes in the Terms and Conditions, as well as 

similar information sharing of Provider’s services in some cases Provider delivers the concerned 

information electronically or via e-mail. User cannot unsubscribe from these "notification list", 

however, this notification shall not be used for promotional purposes.  

E-mail addresses specified in the registration can be used for sale or advertising purposes by Provider 

only in case when User expresses consent keeping in mind the relevant statutory provisions as well.  

 

10. MISCELLANEOUS PROVISIONS  

Provider reserves the right to unilaterally amend this Privacy Statement, with prior notice to Users. 

Following the entry into force of the amendment User accepts the amended Privacy declaration by 

using the service. 


